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1
Decision/action requested

This is a pCR to TR 32.255 Introduction of non-3GPP access  
2
References

[1] 
3GPP TS 32.240: " Telecommunication management; Charging management; Charging architecture and principles".
[2] 
3GPP TS 32.290: " Services, operations and procedures of charging using Service Based Interface (SBI)".
[3]
3GPP TS 32.255: "5G Data connectivity domain charging". 

[4]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[5]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[6]
3GPP TS 23.503:"Policy and Charging Control Framework for the 5G System; Stage 2".

3
Rationale

This pCR proposes to introduce of non-3GPP access  
4
Detailed proposal

The following changes are proposed to be incorporated into TR 32.255 [3]  

	First change


3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
ABMF
Account Balance Management Function

AF
Application Function

AMF
Access and Mobility Management Function

AUSF
Authentication Server Function

BD
Billing Domain

CCS
Converged Charging System

CDF
Charging Data Function

CGF
Charging Gateway Function

CHF
Charging Function

CP
Control Plane

CTF
Charging Trigger Function

DNN
Data Network Name
GPSI
Generic Public Subscription Identifier

GUAMI
Globally Unique AMF Identifier
N3IWF
Non-3GPP InterWorking Function
NE
Network Element

NEF
Network Exposure Function
NF
Network Function

NRF
Network Repository Function
NSSF
Network Slice Selection Function

OCF
Online Charging Function

OCS
Online Charging System

PCC
Policy and Charging Control
PCF
Policy Control Function
QFI
QoS Flow Identifier
SMF
Session Management Function
SSC
Session and Service Continuity

SUPI
Subscription Permanent Identifier

UDSF
Unstructured Data Storage Function

UPF
User Plane Function
UDR
Unified Data Repository

	Next change


4.1.x
Architecture reference for Non-3GPP Accesses
Figure 4.1.x.1 shows the non-roaming architecture for Non-3GPP Accesses as defined in TS 23.501 [200] for 5G data connectivity.
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Figure 4.1.3x.1: Non-roaming architecture for Non-3GPP Accesses
This reference architecture supports service based interfaces for AMF, SMF and other NFs not represented in the figure.
	Next change


5.1.2
Requirements  

The following are high-level charging requirements specific to the packet domain, derived from the requirements in TS 22.115 [101], TS 22.261 [102], TS 23.501 [200], TS 23.502 [201] and TS 23.503 [202].

-
The SMF shall support converged online and offline charging.

-
The SMF shall support PDU session charging using service based interface.

-
The SMF shall support network slice instance charging.

-
The SMF shall collect charging information per PDU session for UEs served under 3GPP access and non-3GPP access.

-
Every PDU session shall be assigned a unique identity number for billing purposes per PLMN. (i.e. the Charging Id).

-
Data volumes on both the uplink and downlink directions shall be counted separately. The data volumes shall reflect the data as delivered to and forwarded from the user.

-
The charging mechanisms shall provide the date and time information when the PDU session starts.

-
The SMF shall be capable of handling the Charging Characteristics. Charging Characteristics can be specific to a subscription or subscribed DNN. 

-
The SMF may be capable of identifying data volumes, elapsed time or events for individual service data flows (flow based charging). One PCC rule identifies one service data flow.
-
SMF shall allow reporting of the service or detected application /detected application usage per rating group or per combination of the rating group and service id. This reporting level can be activated per PCC rule.

-
When online charging is used in SMF, the quota management shall be per rating group per PDU session.

-
If there are multiple UPFs for one PDU session, the quota management may be one for all UPFs or separate per UPF and the usage and charging information reporting per UPF.

-
The SMF shall support charging for PDU Session types of IP, Ethernet and Unstructured.  

-
The SMF shall collect charging information per PDU session and Qos Flow for in-bound and out-bound roamers in Home Routed scenario. 

-
For interworking between 5GS and EPC, the dedicated PGW-C + SMF shall collect charging information using the same mechanisms as the SMF.
	Next change


5.2.2.x
PDU session charging - non-3GPP access
5.2.2.x.1
General

After UE registration to 5GC via an untrusted non-3GPP access network, a PDU session can be established via this non-3GPP access, as specified in 4.12.5 TS 23.502 [202] for different scenarios: 
-
UE initiated PDU session establishment;
-
Handover of a PDU Session from 3GPP access to untrusted non-3GPP access; 
-
Service Request procedures via Untrusted non-3GPP Access specified in clause 4.12.4.1 TS 23.502 [202].
Handover procedure of a PDU Session between 3GPP access and untrusted non-3GPP access is achieved by PDU Session Establishment over source access followed by PDU Session Release over the target access for respective N2 Resources Release. The PDU Session ID, IP address/prefix, and SSC mode are maintained during the move. 
PDU session over Untrusted non-3GPP Access release is specified in clause 4.12.7 TS 23.502 [202].
5.2.2.x.2
PDU session establishment 

The following figure 5.2.2.x.2.1 describes a PDU session charging establishment via an untrusted non-3GPP access network scenario based on clause 4.12.15 in TS 23.502 [202] description: 
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Figure 5.2.2.x.2.1: PDU Session establishment via untrusted non-3GPP access
1.
UE PDU Session Establishment Request transparently forwarded by the N3IWF to AMF in the 5GC, indicating either "Initial request" in case of a new PDU session, either "Existing PDU Session" in case of handover from 3GPP access. 
2a.
PDU Session Establishment as per steps 2-11 Figure 5.2.2.2.1, with Access Type indicating non-3GPP access, user location information including the N3GPP TAI (unique reserved TAI value dedicated to Non-3GPP).
[2ch-a to 2ch-c]. Two cases:

-
In case of "Initial request" the same steps as steps 7ch-a to 7ch-c in figure 5.2.2.2.1 apply, for initial SMF interaction with CHF, with Charging Data Request [Initial].
-
In case of "Existing PDU Session" the "radio access type change" trigger may apply for SMF interaction with CHF, with Charging Data Request [Update].
2b.
AMF sends a N2 PDU Session Request message to N3IWF to establish the access resources for this PDU Session.

[3 to 4d].
One or multiple IPsec child Security Association (SA) establishment and association with the QoS profiles. 
[5 to 8].
After all IPsec child SAs are established, and N3IWF exchanges with UE and AMF, the PDU Session Establishment procedure continues as per steps after 14 in Figure 5.2.2.2.1.  QoS flows traffic occurs based on IPsec child SA associated with the QFI.
	Next change


5.2.2.x.3
PDU session modification
The following figure 5.2.2.x.3.1 describes a PDU session charging modification via an untrusted non-3GPP access network scenario based on clause 4.12.16 in TS 23.502 [202] description: 
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Figure 5.2.2.x.3.1: PDU Session modification via untrusted non-3GPP access
1.
UE PDU Session Modification Request transparently forwarded by the N3IWF to AMF in the 5GC. 

2.
PDU Session Modification procedure as steps 1a (from AMF) to 1e and steps 2-3 in clause 4.3.3.2 TS 23.502 [202] are executed.
[2ch-a to 2ch-c]: Interaction between SMF and CHF triggered by the modification applied to the PDU session (e.g. QoS handling).
[3 to 6].
PDU Session Modification procedure continuation.  
	Next change


5.2.2.x.4
PDU session release
The following figure 5.2.2.x.4.1 describes a PDU session charging release via an untrusted non-3GPP access network scenario based on clause 4.12.17 in TS 23.502 [202] description: 
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Figure 5.2.2.x.4.1: PDU Session release via untrusted non-3GPP access
[1 to 2]. A PDU Session is established and the UE sends a PDU Session Release Request message to the SMF via the N3IWF. 
3.
PDU Session Release as steps 1a (from AMF) to 4 in clause 4.3.4.2 TS 23.502 [202] are executed.

[3cha-3chb]. Two cases:

-
In case the PDU session needs to be released, SMF interaction with CHF for release, with Charging Data Request [Termination]. 

-
In case of handover from non-3GPP access to 3GPP access, SMF may interacts with CHF, with Charging Data Request [Update]. 

NOTE 1: the "radio access type change" trigger, if enabled, applied during the PDU session establishment over the 3GPP access which was performed prior to this PDU session release over non-3GPP access. 
[4 to 7].
PDU Session Release procedure for N2 Resource release. 
8.
PDU Session Release procedure continuation related to N2 Resource release.  
[9 to 12].
These steps do not apply to PDU session release due to handover from non-3GPP access to 3GPP access.  
	End of change
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